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01 February 2001                                                                                                                                     Number: CIB-005b/99
Customer Information Bulletin (CIB)

Backup Procedures

Data Archive and Program Files



	Purpose:  The purpose of this CIB is to provide guidance to Geac/UX ALPMS users regarding “Recovery” Tape.  This tape will be used to restore the system should you loose your root disk and have no other means of replication.

	Important Notes:

1. It is very important that the hotel has a recover tape in order to save time in case of catastrophic failure.  This disk will assist in minimizing down time.
2. Tapes must be replaced every six months.
3. The tape drive must be cleaned every week with cleaning tape.

4. It is recommended that tapes be kept in a fire proof safe or at a safe offsite location.  

5. An entry into the log sheet should be made in accordance with local SOP. 
6. See attachment for step by step procedures required for “Recovery” tape backup.
Recovery Data Archive
1. The Recovery Tape must be once a month at a minimum 

2. In addition, a Recovery tape must be made BEFORE any maintenance, installation of patches/upgrades or shutting down of the system (except in emergency situations).

Utilizing the Recovery Tape

Contact Geac Help Desk to assist in recovery of the system. 



	Jamie VanCourt  Tel:  (703) 681-3770

Email: jamie.vancourt@csfc.army.mil
QuinlanThigpen Tel: (703) 681-1569

Email: quinlan.thigpen@cfsc.army.mil
U.S. Army Community and Family Support Center
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Instructions on How to Create A  “Recovery” Tape 

The ‘make_recovery’ process creates a bootable image of the root volume group.  This tape would be used to restore your site should you lose your root disk and if you don’t have mirrors. 

1. Make sure you are on the right version of Ignite-UX:

 Type swlist –l bundle  and hit Enter
· To avoid complications during the restore process, the version of Ignite should be version A.2.4. or higher.  If the version is lower than this, call Customer Support before moving on.

2. If you do not have a second tape drive or do not backup your logs to tape, then start at step 3.  Otherwise, start at step 5.

3. Stop the Logical Logs (Reference CIB 5 Attachment).

4. Record the log numbers on the sign in sheet.

5. Log in as root and load the new tape to be made a Recovery tape into the drive. 

6. Type the appropriate command to create the tape:

	If you have one tape drive:
	If you have two tape drives:

	make_recovery -Avi
	make_recovery –Avi [-d /dev/rmt/1mn]


· The process will take about half an hour to run

7. After the procedure is complete, verify that the archive successfully completed:

· Type tail –100 /var/opt/ignite/logs/makrec.log1 and hit Enter
· If the process was completed, you will see a message that says:


8. Remove the tape from the drive by pressing the eject button.

9. Label the tape “Recover1” as well as the date that it was created.

10. If you had stopped the logs, then place the next Log tape in the drive and restart the Logical Logs. Otherwise, skip to step 13.

11. Follow the on screen commands. 

12. Choose “Q” to Quit out.

13. Store the Recovery tape in a safe place. You may want to consider storing it separately from the other tapes, or even off site.
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